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Abstract:
Watermarking in digital contents has gained the more 
attraction in research community. In this approach copy-
right information is concealed in to the concatenated 
square region of an image under wavelet domain, initially 
original image is undergoing an alternative pixel shar-
ing approach and one of the shares undergo the circular 
column shift further, concatenates those shares. Next, 
square region is obtained by capturing the half of the 
row value in the last part of first share and the first part 
of second share which forms a square image. To enrich 
the robustness of the technique, watermarking is under 
consideration only in the folded square under wavelet. 
Further, the reverse process is carried out to generate the 
watermarked image. To show ownership, original and 
watermarked image have undergone the same opera-
tion and acquire the copyright information. Experimental 
results indicate that the proposed approach is robust 
against image processing attacks.
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1.  Introduction
In the fast growing of multimedia communica-

tions, the digital transmission of data is enormous. 
During the distribution unknown can easily acquired 
the data and claim ownership. Hence, the safeguard 
of the intellectual property is an important consider-
ation for today’s world [1–2]. Digital watermarking 
is a suitable approach for protecting the multimedia 
information [3–6]. Spatial and Transform domain are 
the two embedding approaches which are utilized in 
the watermarking techniques [7]. In spatial domain, 
ownership information into a host image is easily in-
stalled by altering the pixel values directly using bit 
substitution. But in transform based approaches cop-
yright mark is embedded only in the transform coeffi-
cients. Hence transform based approach is robust and 
stable [8].

Discrete Wavelet Transform deserves an excellent 
property because to their spatial restriction, frequen-
cy distribution, multi-level of resolution characteris-
tics and computationally more significant than other 
transform methods [9]. By using the sub component 
filters the DWT of the two dimensional images is 
obtained by sub sampled the low, middle, and high 

frequency sub components. At a low level resolution 
provides the image content where the high frequency 
part contains edge components. Any watermarking 
technique has to be evaluated based on the following 
features [10]. 
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and Transform domain are the two embedding 
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altering the pixel values directly using bit 
substitution.  But in transform based approaches 
copyright mark is embedded only in the transform 
coefficients. Hence transform based approach is 
robust and stable [8]. 
 

Discrete Wavelet Transform deserves  an excellent 
property because to their  spatial restriction, 
frequency  distribution, multi-level of resolution 
characteristics and computationally more significant 
than other transform methods [9].  By using the 

subcomponent filters the DWT of the two dimensional 
images is obtained by sub sampled the low, middle, 
and high frequency sub components. At a low level 
resolution provides the image content where the high 
frequency part contains edge components. Any 
watermarking technique has to be evaluated based on 
the following features [10].  

 
 
 
 
 
 
 
 

Fig.1.Features of watermarking system 

A copyright concealing scheme is said to be 
robust it can able to preserve the secret message 
under various attacks like filtering, compression or 
cropping. A watermarking technique has good 
invisibility property if human can unable to notice the 
changes in the cover medium after concealing the 
watermark. The above three requirements carry a 
trade-off triangle as shown in Fig.1. If we achieve the 
two out of three properties, then the third one should 
be traded off.  

The remaining sections are arranged as follows, 
related work involvesinsection II.Theproposed 
approach and the experimental results are 
discussedinsection III and IV. Finally, conclusion is 
placed insection V.  
2. Related Works 

The extensive literature gathered and related 
with the performance improvement of image 
watermarking techniques is critically inspected and 
exhibited in this section. Further, the summary of the 
review of literature is also furnished at the end of the 
review. 
 

Delaigleet al.[11] addressed a 
watermarkingtechnique on the account of the Human  
Perception  System. Initially,  m- number  of binary 
sequences were created and combined on a random 
carrier signal.  This copyright is treated as the 
ownership identity, and it is properly concealed 
inaccordance with the contrast between the original 
image and the modulated image. The concealed 
copyright information is  merged with the cover data 
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Fig. 1. Features of watermarking system

A copyright concealing scheme is said to be robust 
it can able to preserve the secret message under var-
ious attacks like filtering, compression or cropping. 
A watermarking technique has good invisibility prop-
erty if human can unable to notice the changes in the 
cover medium after concealing the watermark. The 
above three requirements carry a trade-off triangle 
as shown in Fig. 1. If we achieve the two out of three 
properties, then the third one should be traded off. 

The remaining sections are arranged as follows, 
related work involves in section 2. The proposed ap-
proach and the experimental results are discussed in 
section 2 and 4. Finally, conclusion is placed in sec-
tion 5. 

2. Related Works
The extensive literature gathered and related with 

the performance improvement of image watermark-
ing techniques is critically inspected and exhibited in 
this section. Further, the summary of the review of lit-
erature is also furnished at the end of the review.

Delaigle et al. [11] addressed a watermarking 
technique on the account of the Human Perception 
System. Initially, m- number of binary sequences were 
created and combined on a random carrier signal. 
This copyright is treated as the ownership identity, 
and it is properly concealed in accordance with the 
contrast between the original image and the modu-
lated image. The concealed copyright information is 
merged with the cover data to generate the water-
marked image. These technique is robust to noise at-
tacks, JPEG coding and rescanning.

Chen Yongquiang et al. in 2009 [12] demon-
strated a transform domain based watermarking 
approaches on color image to fulfill the features of 
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Watermarking process is carried out only in the 
folded region in equation 6. Where α is the scaling 
factor, which reduces the weight of the watermark. 
Inverse transform is enabled by using equation 7. 
Unfold the folding image by using above algorithm. 
From equation 8 to 12 explains the steps to obtain the 
watermarked image. Figure 2 shows the procedure 
of proposed approach. In the extraction side again do 
the same operation of watermarked image and origi-
nal image and make the difference to release the own-
ership.

watermarking like, security, intangibility and ro-
bustness. In this approach, a 2D chaotic stream en-
cryption technique is adopted to scrambled a gray 
watermark. In order to enhance the imperceptibility 
properties of the watermarked image, Genetic algo-
rithm is adopted to conceal the watermark data into 
the original color image.

Yingkun Hou and Chunxia Zhao in 2010 [13] ad-
dressed the semi sub sampled wavelet transform 
(SSWT) based watermarking techniques. It comprises 
two section non sub sampled tight frame transform 
and the difficulty sampled wavelet transform (WT). 
Concealing the ownership information into the ap-
proximation level of SSWT, the imperceptibility and 
robustness of watermarking technique can be worth-
fully enhanced by compare with previous watermark-
ing schemes. 

Sridhar and Arun (2012) [14] addressed a wave-
let based multiple image watermarking techniques, in 
this approach the original gray image is sectioned into 
odd and even rows of images, further remove the zero 
rows in the respective shares. Watermark is implant 
in to deinterlace images under wavelet domain. After 
watermarking merge the two watermarked images 
in to single image by presenting some zero rows on 
the two watermarked images. Results achieved better 
PSNR value and it is robust against many geometrical 
attacks. 

In order to enhance the security of the system, the 
proposed technique is address to implant the water-
mark information into the concatenated square re-
gion of an image. Hence the degree of authentication 
is high.

3. Proposed Approach
Our proposed scheme adds the watermark into 

the concatenated middle square region of two shares. 
Initially original gray image [ ]mxnA  is subject to the 
alternative pixels sharing such as and [ ]mxnA′  and 
[ ]mxnA′′ . Circular column shift is employed under this 
equation 1.
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Further, square region is obtained by capturing the 
half of the row value in the last part of first share and 
half of the row value in the first part of second share 
which forms a square image. This marking region is 
obtained by using the equation 3. Folding process can 
be carried out before conceal the copyright informa-
tion in equation 4 and 5.
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Watermarking process is carried out only in 
the folded region in equation 6. Where α is the scaling 
factor, which reduces the weight of the watermark. 
Inverse transform is enabled by using equation 7. 
Unfold the folding image by using above algorithm. 
From equation 8 to 12 explains the steps to obtain the 
watermarked image.Figure 2 shows the procedure of 
proposed approach. In the extraction side again do 
the same operation of watermarked image and 
original image and make the difference to release the 
ownership. 

 
 
 
 
 

 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 

Fig.2.Proposed Image watermarking scheme 

 

4. Experimental Results 
In this experiment MATLAB software is utilized.A 

standard image like the cameraman image of size 

512×512 is consider as a cover image and to fetch the 
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is utilized.Figure 3 displays the original cover image, 
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watermark image, and watermarked cover image.  
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4.  Experimental Results
In this experiment MATLAB software is utilized. 

A standard image like the cameraman image of size 
512×512 is consider as a cover image and to fetch 
the watermark information like rice image of size 
256×256 is utilized. Figure 3 displays the original 
cover image, concatenated image, square image, fold-
ed image, watermark image, and watermarked cover 
image. 

4.1.  Invisibility Test
The excellence of this approach is to genearate 

the invisibility of the watermark. To justify the imper-
ceptibility, Mean Square Error (MSE) and Peak Signal 
to Noise Ratio (PSNR) are the two vital parameters. 
The MSE is the cumulative squared error between 
the original image O(i,j) and the watermarked image 
W(i, j). The average MSE of this proposed method is 
0.0849. PSNR is employed to calculate the quality of 
the watermarked image. PSNR of our proposed ap-
proach is 46.5498 dB. Equation 13 and 14 shows the 
formula of MSE and PSNR.

Watermarking process is carried out only in 
the folded region in equation 6. Where α is the scaling 
factor, which reduces the weight of the watermark. 
Inverse transform is enabled by using equation 7. 
Unfold the folding image by using above algorithm. 
From equation 8 to 12 explains the steps to obtain the 
watermarked image.Figure 2 shows the procedure of 
proposed approach. In the extraction side again do 
the same operation of watermarked image and 
original image and make the difference to release the 
ownership. 

 
 
 
 
 

 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 

Fig.2.Proposed Image watermarking scheme 

 

4. Experimental Results 
In this experiment MATLAB software is utilized.A 

standard image like the cameraman image of size 

512×512 is consider as a cover image and to fetch the 
watermark information like rice image of size 256×256 
is utilized.Figure 3 displays the original cover image, 
concatenated image, square image, folded image, 
watermark image, and watermarked cover image.  
 

 
(a) 

 
(b) 

(c) 
 

(d) 

 
 
 
 
 

(e) 
 

(f) 

(g) 
 
Fig. 3  (a) Original Image; (b) Concatenated shares;  (c) 
Square image; (d) Folded square image;(e) Watermark 

image, (f) Watermarked image &(g) Extracted 
Watermark 

 
4.1 Invisibility Test 
The excellence of this approach is to genearate the 
invisibility of the watermark. To justify the 
imperceptibility, Mean Square Error(MSE) and Peak 

Original 
Image 

Alternative 
Pixels Share1   

∑ 

Alternative 
Pixels Share2   

Concatenated  
Image  

Column Shift

DWT

Folding an 
image

α xWatermark 
Image

Unfold the square 
region   

Crop the square  
region 

IDWT

Remove Concatenation & 
Column shift of one share 

Combined Shares 

Watermarked Image Fig. 3. (a) Original image; (b) Concatenated 
shares; (c) Square image; (d) Folded square image; 
(e) Watermark image, (f) Watermarked image, 
(g) Extracted Watermark

 
( ) 11

2

0 0

1 ( ( , ) ( , ))
yx

i j
MSE O i j W i jxy

−−

= =

= −∑∑
  

(13)
 

 
10

25510logPSNR
MSE

 
 
   

(14) 

The correlation co-efficient is another measure 
used to estimate the robustness of the watermarking 
algorithm against the possible attacks. 
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Correlation coefficient value may be one or zero 
based on the watermarked and original images is 
identical or not. Equation 15 shows the formula to 
generate the correlation coefficient between two im-
ages. Similarity value between the watermarked and 
original image is 0.9594.

4.2.  Attacks in Image Watermarking
Most common attacks of image watermarking are 

noise attacks, geometrical attacks and filtering at-
tacks. In our method, different noises like Salt & Pep-
per, Speckle, Gaussian and Poisson with default noise 
density are introduced in watermarked image with 
default noise density and measure the robustness of 
the system. 

Table 1. PSNR values of the proposed approach with 
different bands

Scaling
Factor

LL LH HL

PSNR(dB) PSNR(dB) PSNR(dB)

0.01 46.5498 46.0187 46.0185

0.02 46.5198 45.9651 45.9651

0.03 46.4752 45.8608 45.8627

0.04 46.4467 45.7398 45.7492

0.05 46.3951 45.5642 45.5748

0.06 46.3608 45.3861 45.3983

0.07 46.3025 45.1488 45.1680

0.08 46.2641 44.9334 44.9585

0.09 46.1971 44.6603 44.6929

0.1 46.1369 44.4027 44.4363

Table 2. Performance values of the proposed approach

Attacks

Watermarked
Image

Watermark
Image

PSNR (dB) PSNR (dB)

No Attacks 46.5498 33.0321

Salt & Pepper 38.4125 26.2347

Speckle 43.9021 27.0934

Gaussian 35.0126 25.9093

Poisson 31.2262 26.4957

Median Filtering 35.0126 26.6457

Low Pass Filtering 40.3973 23.2759

Also some additional evaluation median filtering 
and low pass filtering also attack to the watermarked 
image and measure the performance of the algorithm. 
Table 1 and 2 shows the PSNR values and perfor-
mance of an algorithm with different attacks.

Figure 4 displays the comparison sketch between 
the wavelet and Singular Value Decomposition (SVD). 
It is finding that wavelet based approach gained the 
benefits of high PSNR than SVD. Also proposed ap-
proach registered more PSNR value 46.5498 dB than 
Pinki Tanwar, et al. 37.676 dB.

5.  Conclusion
In this paper, the optimal and robust region mark-

ing for high security is presented. Here, concealed the 
information only in the folded square region of concat-
enated shares under wavelet transform. Hence the ro-
bustness of this system deserves high. PSNR and Cor-
relation coefficient of this method are 46.5498 dB and 
0.9594. Also,this proposed approach is simple, efficient 
and with less complexity. In future the enhancement of 
this algorithm will be extended to the video.
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